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1. Situation. Per references (a) through (o), the Camp Foster

Emergency Operations Center (CEOC) is the command center for

emergency incidents involving or occurring aboard Camps Foster,

Lester, and/or Plaza Housing. This order outlines guidance and

includes enclosures (1) through (8) to be used when the CEOC is

activated in an emergency requiring a coordinated Camp response

including but not limited to: Anti-Terrorism/Force Protection

(ATFP), Chemical Biological Radiological Nuclear and Explosives

(CBRNE), Humanitarian Assistance/Disaster Response, Typhoons,

Tsunami Response, Force Protection Conditions (FPCON), Health

Protection Conditions (HPCON), and other natural and man-made

disasters. The CEOC also activates in support of the Marine

Corps Installation Pacific (MCIPAC) Base Emergency Operations

Center (BEOC) or Base Defense Operation Command (BDOC).

2. Cancellation. Campo 3000A

3. Mission. Establish the Standing Operating Procedures (SOP)

for the operation of the CEOC for crisis or contingency

operations and exercises. This SOP incorporates the principles

of the National Response Framework (NRF), National Incident

Management System (NIMS), and is consistent with the principles

of Installation Emergency Management per reference (b), (c),

( k) , and ( o) .

4. Execution

a. Commander's Intent

(1) Purpose. The CEOC provides the Camp Commander and

emergency response agencies with a centralized headquarters for 

coordination, information flow, prioritization and allocation of 

resources, and crisis action planning. The CEOC serves to unify 

the efforts of camp support organizations in crisis or 

contingency operations. 

(2) Activation. The CEOC activates for a variety of

different scenarios, with the most common explained in reference 

(h) and (1). Reference (g) provides guidance on the level of 

activation as well as the different positions of the CEOC. The 

CEOC can be activated by: 

(a) Camp Commander directed. The Camp Commander has

the direct authority to activate the CEOC for training, 

exercises, and emergencies that require Camp support and will 

activate the CEOC through the CEOC Director. The CEOC is 
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required to inform BEOC or MCIPAC AC/S G-3 when activating the 

CEOC. 

(b) MCIPAC Command directed. The Commanding 

General, Deputy Commander, and AC/S G-3 have the authority to 

direct CEOC and/or BEOC activation. 

(c) Incident Commander (IC) directed. The IC has 

the authority to activate the CEOC when they determine that 

requesting resources through dispatch is no longer viable, or 

that the scope of the incident requires multiagency 

coordination. 

(d) Simultaneous Activation. During a major 

disaster, multiple echelons of multiple Operation Centers may 

activate simultaneously. All operation centers will fall under 

the operational control of the BEOC in this scenario. 

(3) Method. The CEOC will sustain crisis or contingency 

operations by: 

(a) Acquiring and providing the commander accurate,

timely information and solutions for developing feasible courses 

of action and making logical decisions. 

(b) Translating the commander's decisions into plans

and orders, communicating those orders, and supervising the 

execution of the orders to emergency responders and CEOC 

personnel. 

(c) Providing required information to and complying

with tasks from higher and supported commands. 

(d) Incorporating the principles of NIMS, and the

Installation Emergency Management plan per references (c) and 

( k) •

(e) Develop and issues guidance to the CEOC staff to

enable them to effectively plan crisis or contingency 

operations. 

(f) Assess needs in order to acquire and coordinate

operational and logistical support for crisis or contingency 

operations. 
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(g) Disseminate warning, emergency public

information, and instructions through mass notification systems, 

distribution lists, and social media. 

(h) Assess the need and coordinate for mutual

assistance from outside agencies, including Local Japanese 

responders when the BEOC is not active. 

(4) End State. The CEOC is prepared to rapidly 

disseminate emergency related information, implement response 

measures, and conduct damage control and repair in the event of 

a natural or man-made crisis or disaster. 

b. Concept of Operations. Standard operating procedures

for the CEOC in response to any disaster or emergency involve 

three stages: Mitigation and Planning, Emergency Response, and 

Recovery. 

(1) Mitigation and Planning

(a) Subject Matter Experts (SME) in all fields of

Emergency Management and Installation Protection often compete 

for resources to build robust defenses for identified 

vulnerabilities against known threats. In a limited resource 

environment mitigation of the most critical areas against 

predictable hazard and threats becomes the best way of ensuring 

survivability. The CEOC will coordinate with Mission Assurance 

SME's to continually identify threats and hazards in order to 

develop mitigation plans and procedures to ensure survivability 

of critical infrastructure and personnel. 

(b) Pre-disaster awareness and education programs

are equally important to all other preparation plans for 

emergencies and disasters. The CEOC will ensure up to date 

information and preparedness campaigns are distributed through 

multiple sources such as webpages, social media, and email 

distribution lists. The preparedness of the public can vastly 

affect the disaster resilience improving the ability of 

individuals, communities, organizations and states to adapt to 

and recover from hazards, shocks or stresses without 

compromising long-term prospects for development. 

(2) Emergency Response. At a Minimal Activation Level

(AL-3+), the CEOC can consist of the following personnel: CEOC 

Watch Commander, CEOC Watch Officer, CEOC Incident Liaison 

Officer, and two CEOC Watch Clerks per shift. When activated, 

the CEOC will have attached, and under its Tactical Control 
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(TACON), the Camp Guard and Security Augmentation Forces (SAF), 

and any specialized response and recovery teams required for the 

specific emergency operations. Larger disasters will require 

higher activation levels up to Full Activation (AL-1) per 

reference (g). The response phase can last a few hours up to 

months depending on the severity and type of disaster or 

emergency. 

(3) Recovery. The recovery process will be critical.

Recovery operations involves search and rescue, damage 

assessments, restoring damaged infrastructure, providing urgent 

life support for displaced persons, and documentation of the 
event. Depending on the destructiveness of the incident, this 

stage could last anywhere from a few hours to several weeks. 

(4) Continuity of Operations Plan (COOP)

(a) For normal unclassified operations the CEOC is

able to continue limited operations from any location with the 

use of NIPR connectivity and the G6 issued "pocket WiFi" 

currently assigned to the CEOC. If a large-scale incident 

overwhelms one location, the different sections of the CEOC can 

be located in separate areas as long as continuous connectivity 

between the locations remains via chat room or VTC. 

(b) In the instance of inoperability of the CEOC for

classified operations, the CEOC will relocated to building 480, 

room 107 unless MCIPAC is using the location, in which case all 

SIPR operations will be forwarded to the BEOC for action. CEOC 

Watch Officers will identify key documents and materials to 

transport, as well as the appropriate classified materials that 

need destruction pursuant to reference (j). 

c. Tasks. The Activation Level will determine what

positions are activated in the CEOC per reference (g). At an 

AL-3+ activation, one person fills multiple positions from 

separate sections in the CEOC. At an AL-1 activation, all 

sections are activated accordingly. The below is the tasks for 

a routine AL-3+ activation of the CEOC to handle small-scale 

disasters, such as a Category 3 typhoon or Unexploded Ordinance 

that.has not detonated. All Activation levels will have, at a 

minimum, a Watch Commander, Watch Officer, and Watch Clerks. 

(1) CEOC Watch Commander (CEOCWC)/Senior Watch Officer

(SWO). Responsible for monitoring, coordinating, and 

supervising the execution of the current crisis/contingency 

order. Supervises all CEOC operations and has overall 
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responsibility of the CEOC. The CEOCWC coordinates aggressively 

collaborates with all members of the CEOC to develop a complete 

understanding of the current situation and ensure the Camp 

Commander is aware of the situation. Specific duties include: 

(a) Monitor the progress of crisis/contingency

operations and expeditiously report significant events or 

incidents to the Camp Commander and/or Camp Director. 

(b) Ensures all reports are properly received and

recorded. 

(c) Review and submit situation reports to higher

commands in conjunction with the other staff sections. 

(d) Transmit the orders and decisions of the Camp

Commander or Camp Director to the CEOC sections as required. 

(e) Coordinate with tenant organizations and the

BEOC to ensure camp update brief is completed with: 

1. Current Operations Situation Map

2. Commander's Critical Information

Requirements (CCIR) 

3. Task Organization

4. Significant Events Chart

5. Execution Checklist

6. Current and Future Mission and Tasks

7. Commander's Intent

8. Alerts and Conditions

9. Intelligence Information

10. Personnel Status

11. Logistics Status

12. Events Log
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(f) Brief the Camp Commander and/or Camp Director on
the current situation. 

(g) Act as the releasing officer for the camp for

all messages approved by MCIPAC/III MEF Communications Strategy 

Operations (COMMSTRAT). 

(h) Serve as primary coordinator with tenant

commands and organizations. 

(2) CEOC Watch Officer (CEOCWO). Below full activation, 

the CEOCWO fills the roles of the multiple Section Chiefs and is 

responsible to the CEOCWC for the orderly and effective 

operation of the CEOC. Primary responsibility is information 

control and as such, must be experienced in staff work and able 

to evaluate the importance of information. The CEOCWO's 

specific duties include: 

(a) Sight, analyze, and direct the flow of

information coming into the CEOC. Ensure that command and 

control personnel (within and outside the CEOC) have all 

available information to accomplish their tasks. 

(b) Serve as the principle point of contact for

liaison personnel from higher, adjacent, supporting, and 

subordinate commands. 

(c) Monitor the status of communications with

higher, adjacent, supporting, and subordinate commands and 

decide how it is processed using the following guidance: 

1. Store. If the information is needed or must

be acted upon, forward the information for entry in the CEOC 

Journal. 

2. Eliminate. Shred or delete information 

which is redundant or not necessary. 

3. Disseminate. The information is entered in

the journal. Each Staff Representative, Liaison, and Watch 

Staff is responsible for ensuring that the information is passed 

to his/her appropriate counterpart. 

4. Display. Post the information to the 

appropriate display or SharePoint for immediate viewing and 

collaboration throughout the CEOC. 
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5. Forward for action/decision. If the 

information requires a decision, immediately forwarded to the 

appropriate decision maker (i.e. Camp Director, Camp Commander, 

etc.) and followed up on for a rapid response. 

6. Respond. Information that requires a 

response will be logged and stored along with the response that 

was given. 

(d) Ensure that tenant organizations not represented

in the CEOC are notified of an incident and take appropriate 

action on operational situations affecting functions under their 
purview. 

(e) Act as the immediate supervisor for the Watch

Clerks and all liaison personnel. 

(f) Responsible for the organization and operation
of the CEOC, to include the training of the CEOC Watch Clerks. 

(3) CEOC Incident Liaison Officer (LNO). The CEOC 

Incident LNO is responsible to the CEOCWO for the immediate and 

accurate relay of information and requests between the on-scene 
IC/UC and the CEOC. The Incident LNO's specific duties include: 

(a) Relay information and requests for support from

the onsite IC to the CEOC. 

(b) Monitor the progress of crisis or contingency
operations and expeditiously report significant events or 

incidents to the CEOC. 

(c) Supply the CEOC with situation report updates.

(d) Ensure the onsite IC receives any approved

personnel or equipment requested for the incident or operation. 

(4) CEOC Watch Clerk. The CEOC Watch Clerk maintains

the manual and electronic CEOC journal, updated command and 

control operating pictures, and maintains the state of police in 

the CEOC. The Watch Clerk is under the direct supervision of 

the CEOCWO. The Watch Clerk's specific duties include: 

(a) Prepare update briefs, messages, and other

correspondence as necessary to support CEOC operations. 

(b) Act as a runner.
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(c) Ensure that an appropriate state of police is

(d) Answer, record, and respond to incoming calls to

(e) Dispatch and maintain operational oversight of

Guard and SAF personnel as directed by the CEOCWO. 

(f) Enter information and maintain all NIMS Incident

Command System (ICS) forms and logs. 

(g) Update and maintain the Camp Commanders Common

Operating Picture (COP). 

(h) Assist the CEOCWO with developing situational

reports (SITREPs) and orders. 

(5) Camp Guard and Security Augmentation Force (SAF).

Camp Guard and SAF are under the Operational Control (OPCON) of 

the Camp Commander and directly tasked by the CEOCWC. Camp 

Guard will fill many of the CEOC roles as part of their primary 

duty. When directed, SAF Marines will perform duties such as 

patrolling the camps to assess the situation, reporting 

conditions, ensuring safety and discipline, and responding to 

assist with disaster relief. The Camp guard and SAF will muster 

at the onset of an emergency or as directed by the Camp 

Commander. SAF will operate primarily out of the CEOC, or as 

directed by the CEOCWO. The number of SAF activated will vary 

from incident to incident as well as the availability of Camp 

Guard personnel. Any SAF attached to the Provost Marshal Office 

(PMO) will remain under PMO Tactical Control (TACON) until those 

personnel are released back to the CEOC. All tenant commands 

shall provide personnel and equipment in accordance with 

references (b), (c), (g), and (i). 

(6) Crisis Action Team (CAT). The CAT is a leadership 

arm of the CEOC that will provide the Camp Commander with a 

dedicated staff to provide advice on matters fundamental to 

resolving a crisis. Due to the complexity of Camp Foster, the 

CAT is comprised of personnel from Camp Foster and Headquarters 

and Support Battalion (H&SBN) senior staff who are directly 

concerned with plans, procedures, allocation of resources, and 

policies for dealing with major crises and/or catastrophes. 

(a) The CAT members include:
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1. H&SBN Executive Officer - Co Chairs the CAT

2. Camp Director - Co Chairs the CAT

3. Camp Operations Officer or Chief

4. H&SBN Sl Adjutant

5. H&SBN S3 Operations Officer

6. H&SBN Supply Officer

7. H&SBN Company Commanders

8. Camp Antiterrorism Officer

(b) The CAT responsibilities include:

1. Act as a Policy Group to collectively arrive

at decisions not requiring the authority of the Camp Commander. 

2. Develop Courses of Action (COA) to present

to the Camp Commander for decisions that cannot be resolved 

independently by the CAT. 

3. Serve as the Policy Group responsible for

major policy decisions and overall responsibility. The 

responsibility for direct emergency management at the tactical 

level resides with the IC. 

d. Coordinating Instructions

(1) The primary emergency responders remain the PMO and

Marine Corps Base Butler (MCBB) Fire & Emergency Services (F&ES) 

that reside under the operational control of the BEOC unless 

otherwise directed. 

(2) The CEOC will maintain close coordination and

situational awareness with the BEOC via established 

communication means outlined in enclosure (2) and this order. 

(3) The CEOC will execute the Emergency Action Plan,

reference (j), in any instance where there is a need to protect, 

remove, or destroy Communications Security (COMSEC) equipment 

and classified materials. 
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(4) The CEOC will operate utilizing all instructions and

policies concerning Emergency Operations including references 

(a) through (1).

(5) Physical Security

(a) Access to the NIPR CEOC is controlled by access

roster. As members of the Command Section, CEOCWOs and higher 

will have unescorted access to the CEOC. Any member of the 

Command Section that has unescorted access will accompany all 

personnel not on the CEOC access roster. 

(b) Access to the CEOC Secure Room is strictly

controlled to cleared personnel only. All personnel requiring 

access to the secure room, with a need to know, while classified 

material is in use, will have their clearance verified by either 

a Bldg. 1 Badge or a Joint Personnel Adjudications System (JPAS) 

look up through the MCIPAC Security Manager, as needed on a 24/7 

bases. MCIPAC Security Manager can be contacted during duty 

hours at 645-4337 and after hours via the BEOC. 

5. Administration and Logistics

a. Administration

(1) The CEOC Director is the Antiterrorism/Installation
Protection Officer (ATO) and is the primary point of contact for 

any matter relating to this order. 

(2) For the ease of expression and convenience, any Camp

Foster organization other than Camp Operations is referred as a 

tenant or tenant command. 

(3) The CEOCWC is also known as the SWO in some MCIPAC

orders and regulations. The CEOC Director can also fill the 

role of the CEOCWC. 

b. Logistics

(1) Activation. When activated, CEOC watch personnel 
will report immediately to the CEOC to begin operations. 

Enclosures of this SOP and reference (g) provides detailed 

guidance on activations for the most common scenario responses 

on Okinawa. Incidents outside the scope of the enclosures and 

references (f) and (h) rely on the experience of the CEOCWC and 

staff. 
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(2) Food. The CEOC does not have any eating facilities

in the building. However, many Army & Air Force Exchange 

Service (AAFES) facilities deliver and personnel on Commuted 

Rations (COMRATS) are allowed to store food in the limited space 

of the refrigerator/freezer in the CEOC. Additionally, Meals 

ready to Eat (MRE's) are able to be ordered through the parent 

command of the watch stander utilizing the enclosures in 

reference (d) and stored inside the CEOC. 

(3) Water. The Federal Emergency Management Agency

(FEMA) recommends one gallon (3.785 liters) of potable drinking 

water per adult per day. In the event the buildings water is 

contaminated or service cannot be restored, a water trailer 

(water bull) will be positioned outside the CEOC. 

(4) Toilet & Showers. The CEOC has toilet facilities

and limited showering available. Port-O-lets can be requested 

through AC/S G-4 and positioned outside the CEOC should toilets 

become unserviceable. 

(5) Billeting. Billeting for the CEOC is in the form of

cots obtained through Camp Services positioned in the larger 

rooms of the CEOC. Every attempt will be made to have 

separation of male and female billeting. 

(6) Transportation. The CEOC does not have dedicated

vehicles outside of emergency response. Transportation for duty 

inside the CEOC is the watch standers responsibility. 

(7) Medical. Within the CEOC, self and buddy aid are

the first course of action. Secondary will be the Camp Guard 

Corpsmen, when available, with tertiary being ambulance via 911. 

(8) Electrical Power. Per MCIPAC, the CEOC is not

permitted to have backup generator capability. In the event of 

power loss, all CEOC functions, which rely on power, will be 

transferred to the BEOC until power is restored. 

6. Command and Signal

a. Command. This Order is applicable to the CEOC aboard

Camp Foster and Lester, Marine Corps Base, Camp Smedley D. 

Butler. 

(1) The Camp Commander has Commanding General authority

to exercise immediate, short-duration, TACON of all Camp Foster 

and Lester personnel, including all tenant personnel, during 
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natural and/or man-made disasters and crisis. The CEOC may 

provide general guidance to first responders (MCBB Fire and 

Emergency Services (MCBB-FES), PMO, Explosive Ordinance Disposal 

(EOD), Hazardous Material Team (HAZMAT), etc.). However, the 

main function of the CEOC is coordinating support to agencies on 

the scene while maintaining a COP for the Camp Commander. 

(2) The Camp Commander fulfills the role of the agency

executive or senior official. In this role, the Camp Commander 

provides policy, mission, strategic direction, and authority to 

the IC. 

(3) The IC is responsible for the immediate scene of a

crisis incident. The IC has ultimate responsibility and 

authority for all actions at the scene of an incident. If 

assistance or resources are required, the IC may coordinate with 

the CEOC Incident LNO to request support. Additionally, the IC 

has the ability to directly request support through normal 

emergency channels for fire and emergency services, PMO, and the 

US Naval Hospital Okinawa (USNHO) with only notification to the 

CEOC for tracking purposes. 

(4) When simultaneous incidents occur requiring multiple

incident commanders, those incident commanders will end up 

competing for emergency resources. At that point, rapid 

decisions will prioritize emergency response requirements 

through the CEOC. When there are incidents on more than one 

camp, those decisions will be conducted through emergency 

response representatives in the BEOC. 

(5) When activated, the BEOC maintains OPCON over all

resources throughout the region while the CEOC maintains TACON 

of resources on the camp. This ensures the BEOC is able to 

perform resource allocation to the most needed locations 

throughout the region. 

(6) This order is effective the date signed.

b. Signal. In order to ensure communications between the 

BEOC and CEOC during a crisis, the Primary, Alternate 

Contingency, and Emergency (PACE) method of communications 

planning will be used per reference (1). 

(1) Primary

(a) NIPR Email and NIPR Defense Collaboration

Services (DCS) Chat. Individual accounts will not be used when 
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possible to ensure continuity during turnover. The CEOC has 

three NIPR tokens for NIPR DCS and Command and Control systems. 

The CEOC mailbox mcbbutler.ceoc.foster.wo@usmc.mil will 

automatically forward all mails to all other NIPR tokens as well 

as to all personnel in the Foster CEOC distribution list. 

(b) Command and Control Systems

1. NIPR and SIPR Command, Control,

Communications, Computers, and Intelligence (C4i) is the 

Headquarters Marine Corps (HQMC) and Commandant of the Marine 

Corps mandated Antiterrorism and Emergency Management system for 

all Emergency Management responses pre references (m) and (n). 

All CEOC NIPR tokens have active accounts on NIPR C4i at 

https://c4isuite.atfp.cnic.navy.mil. CEOCWO and higher 

personnel shall obtain and maintain both NIPR and SIPR C4i 

accounts at https://c4isuite.atfp.cnic.navy.smil.mil. 

2. Marine Corps Operating Picture (MCOP) is the

Marine Corps Installations Command (MCICOM) NIPR only Operating 

Picture. This system does not have the capability for CEOC 

token accounts and therefore requires each individual watch 

stander to be identified prior to an incident in order to create 

accounts. CEOCWO and higher personnel should obtain a MCOP 

account when offered through MCIPAC G-3. The system is username 

base and located at https://mcipac.mcop.milcloud.mil/. 

(c) SIPR Email and DCS Chat. SIPR does not allow 

group tokens and therefore individual logons will be established 

via CEOCWO and higher. 

(d) Coalition Enterprise Exchange Service - Japan

(CENTRIXS-J). CENTRIXS-J allows secure communications over SIPR 

between US and Japanese forces. The CEOCWO and higher will 

obtain and maintain accounts on CENTRIXS-J. 

(2) Alternate

(a) DSN Telephones. The CEOC has seven dedicated

DSN lines for NIPR DSN. The numbers are 645-9802/3/4/5/6/7 and 

645-9777.

(b) Secure Terminal Equipment (STE). The CEOC has 

two STE's capable of secure telephonic communications located in 

the Secure Room. CEOCWO and higher with the proper clearance 

will have access to the cryptology assets required to operate 

these assets. The numbers are 645-5723/5724. 
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(3) Contingency. Several CEOC personnel have government
cell phones, which may be used as an alternate means of 
communication. Personal cell phones should not be used unless 
crucial to mission accomplishment. 

(4) Emergency

(a) Land Mobile Radios (LMR) CEOC Net. The CEOC Net
(Zone A) is the Camp's LMR communications net. This net is used 

to maintain communications between the tenant commands, 
emergency services, the SAF when activated, the heavy equipment 
team, and the CEOC in the event that telephone communications go 
down. 

(b) LMR BEOC Net. The BEOC Net (Zone B) is the LMR
channels maintained by MCIPAC as a means of base wide 
communication. If established, the CEOC is required to monitor 
this net to maintain communication among the respective CEOCs 
across the island and the BEOC per enclosure (2). 

(c) LMR DOD Net. The DOD Net (Zone C) is the LMR
channels used to maintain communications between branches of DOD 
in Japan. This net is normally monitored by the BEOC and will 
only be used by the CEOC if directed by the BEOC. 

�MMOND 
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